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Position Statement

The past and current Executive Members of the IEEE Technical Committee on Dependable Computing and Fault Tolerance have done an excellent job in creating a community that strives for scientific excellence, stays relevant by introducing new topics to the audience, is supportive of its members, and recognizes achievements at all levels. The changes made in the last few years such as the introduction of the best paper award and the Jean-Claude Laprie Award in Dependable Computing have had a positive impact on the community. I personally benefitted from this environment, from attending DSN (the flagship conference of the community) as a student till co-chairing it this year. It would be an honor for me to serve as the VP of the IEEE Technical Committee on Dependable Computing and Fault Tolerance (TCFT) and contribute to the community that has provided such a wonderful environment for my research group.
If elected, my objectives are as follows: (1) maintain and increase the scientific quality of the TCFT sponsored events, (2) increase attendance, sponsorship, and visibility for all TCFT sponsored events, (3) maintain and increase relevance of the TCFT related research to the current societal problems and promote topics on high-risk high-reward far reaching problems, (4) promote diversity in organization and attendance of TCFT sponsored events.